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Evolvability
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Resilient ubiquitous systems
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Evolution Of Threats
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Evolution Of Threats - Research challenges
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Resilient Ambient Systems - Research challenges
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Trustworthiness/intrusion Tolerance in WANs
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Trustworthiness/intrusion Tolerance in WANs –

Research challenges
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Adaptation

Adaptation and self
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Design for Adaptation: 
Framework and Programming Paradigms

Complexity & Self-Organisation
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Design for Adaptation



13Resist Second Open Workshop
Rome,  October

Design for Adaptation – Research challanges

Research challenges
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Complexity & Self-organization
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Complexity & Self-organization – Research challenges
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Models for 

ubiquitous systems
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Distributed System Models
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Distributed System Models - Research challenges

Research 
challenges
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SOA
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SOA – Research challenges
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Managing Multiple and Heterogeneous Models

22Resist Second Open Workshop
Rome,  October

Managing Multiple and Heterogeneous Models –

Research challenges
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Resources & infrastructures for ubiquitous systems

Resources and
infrastructures for ubiquitous system
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Resilient Data Storage
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Resilient Data Storage
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Resilient Data Storage –

Research challenges

Research challenges
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Critical infrastructures
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Critical infrastructures –research challenges
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Virtualization
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Virtualization – Research challanges

Research 
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Summary
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